






















of strict timeouts in contactless transactions. Timeouts could also be based on
a history of measured command-response delays from previous transactions to
detect significant deviations in comparison to previous transactions. A third
possibility would be the explicit activation of card emulation by user interaction
(e.g. by pressing a button on the mobile phone that is directly connected to the
SE.) However, this would significantly complicate over-the-air card management.
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